ALIS Quote for Tippecanoe Villa

Date: 02/11/20

ALIS Subscription Packages

Included below are the ALIS Subscriptions packages and details:

ALIS Packages: ALIS CORE ALIS CLINICAL ALIS COMPLETE
Meodules Included Prospects ALIS CORE plus ALIS CLINICAL plus
Resident eHR Care Charting A/R Management
Nurses Notes Resident Approval Center
Evaluations
Incident Reporting Lease Management
State Compliance ALIS Connect
eMAR ALIS Insights
Drug Counting
Monthly Subscription at Capacity (AL/MC) | $8 per bed 510 per bed $12 per bed
Monthly Subscription at Census (AL/ MC) | $9 per resident $11 per bed $13 per resident

Maonthly Rate for Independent Living (IL)

$3 per bed or $4 per resident

One-Time Onboarding (initial community)

$1,300

$2,600

$3,900

Additional Community Onboarding (each)

$650

$1,300

Add-Ons

Medi-Span drug database connection + $0.50

All packages include unlimited users, 24x7 support, ongoing remote training, custom reporting, and alerting.

Notes on Subscription:

- Each Community will receive their first invoice 30 days after their implementation “Kick-off” call.

- No Risk Guarantee: You can cancel for up to 90 days after an Agreement is executed agreement signing at
no charge or penalty. Onboarding amounts paid will not be refunded but the agreement will be cancelled.

- Minimum Subscription: In order to access ALIS, a minimum subscription of $180.00 per

community per month is required.




ALIS Subscription Summary

Included below are the details of your ALIS subscription package —this package can be updated or modified by

request.
Community Name and ALIS Total Beds / Rate Maximum Onboarding
Address Package | Residents Monthly Cost
Subscription
Tippecanoe Villa ALIS Capacity: 96 $11 per
1,056.00 2,600.00
5307 N County Rd 50 W Clinical Census: 81 resident > »

West Lafayette, IN 47906

*Notes: Any additional communities added beyond those listed above will require an

additional agreement.

ALIS Clinical Onboarding: S 2,600.00
Estimated Total Due At Signing: S 2,600.00
ALIS Complete Subscription: S Varies, based on census
Estimated Total Due Monthly*: S 1,056.00

*at full census




Onboarding Overview:

The ALIS Onboarding rates are one-time, fixed amounts per building based on averages provided by our ALIS
Onboarding team, at a blended rate of $65/hour,

#* Onboarding Amounts are invoiced before each community’s “kick-off”.

ALIS Onboarding assistance includes the following:
- Creation of Rollout project plan
- Consultation on community best practices
- Creation installation
- Resident & Staff Import assistance
- Floor plan configuration
- Community and company sattings
- Configuration of compliance binder
- Digitization of 10 forms
- Community training & check ins

ALIS Onboarding assistance does not include the following:
- Data entry outside of export/imports
- Onsite training (available at a cost of $1000 per day)
- Hardware set up
- Digitization of more than 10 forms (additional forms can be digitized for $25 per form)

Additional Products and Services

Swipe card 585 per Swipe cards are an alternative to username and password login for

readers reader security purposes. If purchased through Medtelligent, hardware
qualification and all swipe card reader support issues will be handled by
Medtelligent.

Swipe cards $3 per card Each staff member will require a swipe card and a 4-digit pin to log into
ALIS,

Google Quoted upon | Qualified and configured laptop/tablets can be purchased through

Chromebooks and | request Medtelligent, and remotely managed by the ALIS Support staff.

Management

General Ledger Quoted upon | ALIS partners with Sage-Intacct accounting software to provide an

Integration request integrated solution for those looking to link ALIS Billing to a robust
General Ledger and accounting package.




ALIS SUBSCRIPTION TERMS

- 18 Relationship of Parties. Company will provide Client with access to its Assisted Living
Intelligent Solutions, (*ALIS"), Company’s proprietary web-based software application that Client can use to
manage numerous aspects of its assisted living communities. Company provides ALIS on a software as a service
("SaaS") basis where one monthly subscription fee covers all items required for use and whereby Client
accesses ALIS through Company’s website alisonline.com (“ALIS Online”). ALIS is designed to scale as You
grow. Accordingly, there is no set limit on the number of residents that can be entered into the system.

2. Term: The initial term of this Agreement shall be one (1) year. After the initial one (1) year
period, this Agreement shall renew on a yearly basis unless and until terminated by the Parties pursuant to the
terms of this Agreement (the “Term”).

3. Services Provided. Company will provide Client with the following services (the “Services”):

a. Setup and Configuration. Company will provide support to Client for the setup and
configuration of ALIS. Because ALIS is a software as a service, and accessed via ALIS Online, no local installation
is required. No special or additional hardware or computers need to be purchased to implement ALIS. Company
will work with You and Your team to setup and configure ALIS for its specific usage model and at all planned
assisted living communities, This includes assistance with compliance schedule configuration, bulk data import
and module settings. The Parties can explore additional customizations during the setup phase or at any time
during the Term of this Agreement.

b. Training. Company will provide training for Your community and its representatives, One
or more Company representatives will work directly with Client and one or more community administrators to
configure and implement ALIS. Regular phone calls will be scheduled for the first several months to provide
guidance and capture feedback. Following the successful launch of ALIS at each community, email support can
be used for basic usage questions. On-site training is available and can be scheduled with a Company
representative for an additional flat fee of $2,000 per each day scheduled on-site. Training may be performed live
or via an Internet meeting session.

&. Updates. In general, a new version of ALIS is released every six weeks. Unless specific
customizations or upgrades are requested by Client, all new modules and updates are included in Client's
monthly subscription fee. Release notices and dates will be sent via email to all Client employees or agents that
it may nominate at least one week in advance. In some cases a planned outage is needed for maintenance or to
apply minor patches. These will be communicated as soon as possible, but not less than two days in advance.
Additional details about ALIS updates and releases:

i. Usually scheduled for a Sunday night / Monday morning starting at 12 AM CST;
ii. Release dates are subject to change. All changes will be communicated via email;
iii. Inmostcasesthe release is completed within 30 minutes; and
iv. ALIS will be unavailable during the release.

Upan completion of the release a new version number is displayed within ALIS. All bug patches and
new features will be communicated to the Client and community administrator.



In sorme cases a release will result in changes to the navigation/menu structure of ALIS or the look and
feel of select pages. An email notice will be sent to the Client administrator to highlight and discuss the
modifications, additions or updates to the user interface. Company’s development team will make every effort
to minimize and avoid such changes in order to maintain a consistent user experience.

5. Customizations. Client and Company will work together to address customization requests
from Client. Depending on the complexity of the customization request, Company and Client will discuss all
costs associated with the customization requests as well as the schedule for requested customizations.
Estimated release dates and availability will be determined by Company’s development team and
communicated to You, The priority and order in which features are worked on will be at the sole discretion of
the Company. Company’s development team will make every attempt to meet communicated delivery dates
for custom features. In some cases the feature may be moved to a later release due to delays, complications or
other unforeseen/unplanned circumstances.

6. Third Party Integrations. Generally speaking, Company does not charge for integrating with
third parties or for the use of any already existing integrations. In the event Client needs an integration specific
to them (and no other clients), or needs a specific integration in place by a certain date, Company reserves the
right to scope the project and discuss the costs associated with the integration with Client. Company makes all
reasonable business efforts to integrate with third parties for the benefit of Client and all of Company’s clients.
However, all integrations are dependent on the technology backend, security protocols, willingness, and
aptitude of the third party sc Company retains the right to determine whether or not an integration will be
scheduled and completed. All decisions will be communicated to Client timely to facilitate its business
planning.

7- Third Party Modules. Company often partners with third party vendors to continue improving
ALIS and to maintain ALIS’s competitive edge in the market. All third party modules are included in Client’s
rnonthly subscription fee.

8. Patches. Reported bugs/issues will be patched at the next scheduled release date,
Critical/show-stopper bugs may be patched immediately and made available during the next business day. All
bugs are tracked in a database and closed/fresolved based on priority.

9. Support. Both phone and email support is provided with Your ALIS subscription. Company’s
support policy is attached to this Agreement as Exhibit A. Company reserves the right to change its support
policy as needed. Changes will be communicated two weeks in advance of taking effect.

10. System Availability, backup, redundancy and data encryption services. ALIS is deployed as
an Internet application. The application and related databases are located in a commercial datacenter owned
and operated by a major hosting provider. The details of the hosting company can be made available upon
request. All ALIS data is backed up on a nightly basis. This includes data stored in the ALIS database as well as
documents that have been scanned or uploaded. Backups are replicated and archived on an offsite server so
they are available in case of any local system failures. All backups are encrypted and password protected. The
ALIS system is installed in two physically separate datacenters for hardware and location redundancy. This
enables Company to redirect sessions to a backup site to aveid or minimize downtime during a catastrophic
failure. The datacenters are in different cities to avoid any service disruptions due to unplanned outages or

natural disasters. The second installation is used as a failover site and is ensured to be in sync with the latest
version of ALIS.

11, Security. Company diligently protects Your information stored in ALIS. Company has
implemented stringent physical, electronic, and managerial procedures to safeguard and secure Your
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information from loss, misuse, unauthorized access, disclosure, alteration and destruction. As applicable and
required by law Company shall remain compliant with HIPAA, HITECH, and any other federal regulations
protecting PHI transmitted electronically.
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12. Terms of Use. Client agrees to Company’s terms of use for ALIS. The terms of use will pop-up
when Client logs onto ALIS.

23.  Additional Products and Services. Company offers additional products and services on an a-
la-carte basis, including but not limited, to data entry, on-site trainings, swipe card readers, Chromebooks, and
more —these Additional Products and Services will be invoiced separately at the time of purchase. Company in
its sole discretion, and at the request of Client, may combine Additional Products and Services with Client’s
monthly usage invoice

14, Invoicing. For Client’s monthly subscription fee, Company will provide Client with an invoice
on or before the 15th of the relevant month for Services to be provided. For example, the February 1 invoice will
cover service for all of February, Allinvoices will be sent by mail to the Client's main office or email to the
preferred address. Company will notify Client administrator via email if the preferred address is changed.
Payments are due upaon receipt,

15. Late Payments. If Client is more than 30 days in arrears on payment Company will notify Client
through a statement and/or call. If Client fails to bring their account current within 30 days of being notified or
is at any time more than two months late on payment Company will disconnect Client’s Services until full
payment or other arrangements are made. Company will not ever delete Client’s information and Client will
always have access ta its information but will not be able to use for active tracking purposes.

16. Termination by Client. Client shall have the right to cancel this Agreement with thirty (30)
days' notice at any time. [n consideration for this right, if exercised by any successor in interest to the Client that
is a Party to this Agreement, the Client has exceeded the initial go-day No Risk Guarantee period, and provided
Company is not in default of its obligations under the terms of this Agreement, Client shall pay a one-time
contract buy-out fee of three (3) months of subscription fees for any community already onboarded. Client will
not be entitled under the terms of this Section to receive any refund of set up fee amounts already paid to
Comnpany. After receiving Client’s notice to terminate the Agreement, and as confirmation of the notice,
Company shall issue a closing account invoice to Client in the buy-out amount with terms Net 30. Client shall
have the right to terminate this Agreement sixty (60) days before any anniversary of this Agreement without
the obligation to pay the buy-out fee amount specified in this Section. Client shall have no obligation to pay the
termination amount if Company is in default of their obligations under the terms of this Agreement. Customn
software feature requests of Client are not deemed as any “default” on the part of the Company.

17.  Termination by Company. Company shall have the right to terminate this Agreement with
sixty (60) days’ written notice via email or letter if Client does any of the following:

a. Terminates or suspends its business;
b. Becomes subject to any bankruptcy or insolvency proceeding;

¢. Becomes insolvent or becomes subject to direct control by a trustee, receiver or similar
authority;

d. Haswound up or liquidated, voluntarily or otherwise;
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e. Violates the terms of this Agreement including specifically but not limited to the payment,
non-disclosure and non-solicitation terms; and/or

f. Takes any action that significantly impairs or precludes Company’s ability to perform
effectively under the terms of this Agreement.

a8.  Dispute Resolution. Allclaims or disputes between the Parties, arising out of or relating to this
Agreement, shall be mutually resolved, if possible, through good faith negotiation between the Parties. The
Parties agree that if any claim or dispute is not resolved by mutual agreement within sixty (60) days of the
commencement of such good faith negotiations they will, before initiating any legal action, engage a mutually-
acceptable mediator or an arbitrator to assist in evaluating and resolving such claim or dispute. All fees and
expenses of such dispute resolution will be evenly divided between the Parties. Client shall retain read-only /
print-only access to its records during any dispute resolution. Client shall not have full usage access rights
during any dispute but, in addition to limited access rights, shall also have the right to request an extract file
containing its information.

19.  Covenant of Non-Disclosure. The Company promises and agrees to hold all information
related to Client, not publicly available, as “Confidential Information” in strict confidence; to use the
Confidential Information only for the purpose of providing Client with ALIS services (the “Business Purpose”) or
as requested by the Company; to only disclose the Confidential Information to those of its officers, employees,
and agents to whom disclosure is necessary to carry out the Business Purpose; to not disclose the Confidential
Information to third parties without prior written consent from the Client; and to advise each person to whom
the Confidential Information must be disclosed of the terms and conditions of this Agreement and to have each
person sign this Agreement before disclosure is made. The Parties agree to obtain each other’s written
permissions before using either Party's name in marketing or other public disclosures not required by law.

20.  Access Authorization. By signing this Agreement, the Client agrees, acknowledges, and
authorizes the Company to access the Client’s systems and information for the Business Purpose only,
specifically including but not limited to, updating the software, auditing the Client’s resident information for
billing and inveicing purposes, for training, as authorized by Client, and as necessary to ensure the proper
functioning and security of ALIS and Client’s information.

21. Counterparts. This Agreement may be executed in counterparts including via email and fax.
Each counterpart shall be considered an original executed copy.

Date: 02/11/2020

Company: Medtelligent, Inc. Client: Tippecanoe Villa
Signature: TI"W W Signature:
Name: TrlSha CO]E Name:

Title: CO0O Title:
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EXHIBIT A
ALIS SUPPORT POLICY

L GENERAL. Both phone and email support is provided to You with Your ALIS subscription.
Medtelligent, Inc. (the *Company”) reserves the right to change its support policy as needed. Changes will be
communicated in advance of taking effect.

IL. EMAIL SUPPORT. There are no limits or restrictions on email support questions.

A. All Non-Critical Issues. Email support should be used for all non-critical issues,
which usually constitutes about go% of issues that arise, some examples include but are not limited to the
following circumstances: Feature requests and changes; usage and training questions; minor bugs reporting;
unexpected user interaction and/or results; and to configure system settings that are not accessible from within
the application by the Client.

B. Email Support. The support email address is support@medtelligent.com. Support
tickets and emails are responded to Mon — Fri from 8am — 6pm CST on an as soon as possible basis up to two
hours from submission time. Emails regarding emergency issues received during holidays or off-support ours will
be responded to within four hours. Non-emergency issues will be addressed as soon as possible or at the start of
the next support period.

III.  TELEPHONE SUPPORT. There are no limits or restrictions on telephone support questions.

A, Guidelines for Telephone Support. The support contact number is 1-888-404-ALIS
(2547). The support phone hours are Mon - Fri from 8am to 6pm CST. During off peak hours customers are
encouraged to call and leave a detailed message with the question or issue and will be responded to as soon as
possible generally within 20 minutes. Emergency issues involving downtime will be responded to immediately;
all other non-emergency inquiries will be responded to as soon as possible but not later than the next business
day.

B. Voicemail. The Company will make every attempt to answer each support call. Under
certain conditions all support members may be busy assisting other customers. In this case the Client is
encouraged to leave a voice message and a support member will return the call as quickly as possible. Voice
messages left outside of the phone support hours will be handled immediately if they pertain to an outage or
major system fault/failure. Otherwise they are handled at the start of the next business day.



ALIS Software Pricing Package and Agreement
Payment Forms and Details

Billing Information

Who is responsible for Onboarding costs?

Company D Community

Who is responsible for Monthly Subscription costs?
| 1K| Company Community (please send a list of contacts for ecich community)

How would you like to receive the invoice? (Check all the apply)

] Email ] mail

Primary Billing Address:
Company: W@D@G}T(}e Jil/a
strest Address: 0 TN SO W
cyasae (D o foette  TA
Zip Code; 409/ '70

Primary Billing Contact:

Name: %m(;, ﬂf/u,//zﬂ O/ g

Title: J ssistand Direclor

Phone: oS- Yo 3- Ao lp 2.

Email Address: €22 et /| 4’{7 olore @ 'ZJ,}Qﬂffan 2. 1 7). GeJ

Please find Credit Card Authorization and ACH(Direct Pay) Forms attached.



ALIS Software Pricing Package and Agreement
Credit Card Authorization Form

To pay fees using a'credit card, simply complete and sign this form. By signing this form you agree to authorize
Medtelligent, Inc., provider of yaur ALIS services, to process a payment on your behalf

USE THIS CREDIT CARD FOR: Onboarding/One-Time Monthly/Recurring

CUSTOMER INFORMATION

LAST NAME . FIRST NAME MIDDLE

COMPANY ' '

CREDIT CARD INFORMATION
NAME AS IT APPEARS ON CREDIT CARD

BILLING ADDRESS

CITY STATE ZIP

PAYMENT AUTHORIZATION  We process cradit card payments upon receipt.

Please charge to the following credit card:

Credit Card Number: - - -

Exp. Date: (month/year) Security Code:

| authorize MEDTELLIGENT INC., to initiate credit card charges to the above referenced credit card account for the purpose
of collecting payments related to my communlity’s use of ALIS online. | authorize MEDTELLIGENT INC. to use a third party

sender to process all payments as required.

Cardholder's Signature:

bate: 09/24/2019




ALIS Software Pricing Package and Agreement
Direct Payment Authorization Form: ACH Debit

USE DIRECT PAY FOR: D Onboarding/One-Time Monthly/Recurring

Direct Payment via ACH is the transfer of funds from a consumer account for the purpose of making a payment.

I, on behalf of authorize MEDTELLIGENT INC. ("Company”) to electronically debit the account
listed below (and if necessary or appropriate, electronically credit the account) as follows:

[] Checking Account [ I:] Savings Account (select one) at the depository financial institution named below
(either account selected referred to as the "DEPOSITORY").

I agree that ACH transaetions | authorize comply with all applicable law.

Depository Name:

Routing Number: Account Number:

Amount of debit(s) or method of determining amount of debit(s) [or specify range of acceptable dollar amounts authorized]:

Date(s) and/or frequency of debit(s):

I understand that this authorization will remain in full force and effect until | notify COMPANY by phone caill, email to
billing@medtelligentecom, or via letter to 213 W. Institute Place Suite #411, Chicago, IL 60810 to cancel such authorization.
lunderstand that, pursuant to my Agreement with COMPANY, COMPANY requires at least 20 days prior notice in order to
canceil this authorization.

Name(s):

{Please Print)

Date:

signature(s):



TIPPECANOE COUNTY, INDIANA
ADDITIONAL TERMS AND CONDITIONS

The attached and forgoing Assisted Living Intelligent Solutions (ALIS) Agreement
(“Agreement”) between The Board of Commissioners of Tippecanoe County (County) and
Medtelligent, Inc. (Contractor) is amended to incorporate by reference the following terms and
conditions. Any provisions in the attached agreement which may be inconsistent with the
following provisions shall be ineffective to the extent of any such inconsistency.

Dispute Resolution - Section 18 of the Agreement shall be amended to read as follows: All
claims or disputes between the Parties, arising out of or relating to this Agreement, shall be
mutually resolved, if possible, through good faith negotiation between the Parties, The Parties
agree that if any claim or dispute is not resolved by mutual agreement within sixty (60) days of
the commencement of such good faith negotiations they will, before initiating any legal action,
engage a mutually acceptable mediator to assist in evaluating and resolving such claim or
dispute. All fees and expenses of such dispute resolution will be evenly divided between the
Parties. Client shall retain read-only / print-only access to its records during any dispute
resolution. Client shall not have full usage access rights during any dispute but, in addition to
limited access rights, shall also have the right to request an extract file containing its information.
Notwithstanding any other provision of this section, a Party may initiate legal action if a claim or
dispute is not resolved within ninety (90) days of the Party providing written notice of the claim
or dispute to the other Party.

Funding for a Multi-year Agreement - In the event that the County is not able to obtain
funding, after affirmatively requesting such funding, for the provision of the goods and or
services to be provided in accordance with this Agreement, County may terminate this
Agreement on thirty (30) days written notice to Contractor . In such event, County agrees that it
shall reimburse Contractor for all expenses incurred under this Agreement before written notice
of termination is received. Such charges, however, shall not exceed the total purchase price
under this Agreement. Contractor and County understand that the funding for a multi-year
agreement is done on a year-to-year basis, and this provision applies annually.

Non-Discrimination — Pursuant to IC 22-9-1-10, Contractor and its subcontractors, if any, shall
not discriminate against any employee or applicant for employment to be employed in the
performance of this Agreement, with respect to hire, tenure, terms, conditions or privileges of
employment or any matter directly or indirectly related to employment, because of race, color,
religion, sex, disability, national origin or ancestry. Breach of the covenant may be regarded as a
material breach of this Agreement.

Indemnification - The County’s obligation to indemnify and hold harmless under the
Agreement, if any, shall be limited in substance by state and federal statutes and constitutional
provisions designed to protect the exposure and liability of County as a political subdivision of
the State of Indiana or otherwise (e.g., actions and conditions as to which County is immunized



by the Indiana Tort Claims Act, dollar limits stated in such Act, exemption from punitive
damages, the 11™ Amendment, and the ability to defeat a claim by reason of contributory
negligence of fault of a claimant), so that County’s liability and Contractor’s liability, if any,
resulting from this Agreement, shall not in any case exceed what might have been County’s
Hability to a claimant had County been sued directly by the claimant in Indiana and all
appropriate defenses had been raised by County.

Governing Law; Exclusive Jurisdiction; Exclusive Venue - This Agreement is entered into in
Indiana and all matters arising under or related to this Agreement shall be governed by and
construed in accordance with the substantive law (and not the law of conflicts) of the State of
Indiana. Courts of competent authority located in Tippecanoe County, Indiana shall have sole and
exclusive jurisdiction of any action arising out of or in connection with the Agreement, and such
courts shall be the sole and exclusive venue for any such action.

Severability - Wherever possible, each provision of this Agreement shall be interpreted in such
manner as to be effective and valid under applicable law, but if any provision of this Agreement
shall be prohibited by or invalid under applicable law, such provision shall be ineffective only to
the extent of such prohibition or invalidity, without invalidating the remainder of such provision
or the remaining provisions of this Agreement.

Force Majeure - In the event that any party is unable to perform any of its obligations under this
Agreement or to enjoy any of its benefits because of natural disaster, actions or decrees of
governmental bodies or communication line faifure not the fault of the affected party (hereinafter
referred to as a “Force Majeure Event”), the party who has been so affected shall immediately
give notice to other parties and shall do everything possible to resume performance. Upon
receipt of such notice, all obligations under this Agreement shall be immediately suspended. If
the period of nonperformance exceeds thirty (30) days from the receipt of such notice of the
Force Majeure Event, the party whose ability to perform has not been so affected may be given
written notice to terminate this Agreement.

Affirmative Action - Contractor For the work specified in this Contract agrees to take
affirmative action to insure that applicants and employees of Contractor (and any
Subcontractors) are treated in a manner which provides equal employment opportunity and tends
to eliminate inequality, based upon race, color, creed, religion, ancestry, national origin, sex,
disability, age, marital status or status with regard to public assistance. Affirmative action shall
include but not be limited to the issuance of a policy statement regarding equal employment and
its communication to all personnel involved in recruitment, hiring, training, assignment, and
promotion; notification of all employment sources of company policy and active efforts to
review the qualifications of all applicants regardless of race, color, creed, religion, ancestry,
national origin, sex, disability, age, marital status or status with regard to public assistance;
recruiting in the minority/female group community for employees; and establishing and internal
system of reporting concerning equal employment, recruiting, hiring, training, upgrading and the
like. Breach of the obligation to take affirmative action shall be a material breach of the contract



for which the County shall be entitled to at its option: (1) Cancel, terminate, or suspend the
contract in whole or in part; and/or (2) Declare Coniractor ineligible for further County
contracts.

E-Verify Employment Eligibility Verification - In accordance with IC 22-5-1.7, if Contractor
has any employees or subcontractors, and the E-Verify program as defined in IC 22-5-1.7-3 is in
existence, Contractor shall enroll in and verify the work eligibility status for all of Contractor’s
newly hired employees through the E-Verify program. Contractor shall not knowingly employ
or contract with an unauthorized alien, nor shall Contractor retain an employee or contract with
a person that Contractor subsequently learns is an unauthorized alien.

Contractor shall:
1. Sign and deliver to County a sworn affidavit that affirms that Contractor has
enrolled and is participating in the E-Verify program;
2 Provide documentation to County substantiating that Contractor has enrolled and

is participating in the E-Verify program; and
.3 Sign and deliver to County an affidavit affirming that Contractor does not
knowingly employ an unauthorized alien.

Contractor shall require all subcontractors, who perform work under this contract, to certify to
Contractor in a manner consistent with federal law that the subcontractor, at the time of
certification, does not knowingly employ or contract with an unauthorized alien and that the
subcontractor has enrolled and is participating in the E-Verify program. Contractor agrees to
maintain this certification throughout the duration of the term of each subcontract.

County may terminate the contract immediately if Contractor fails to cure a breach of this
provision no later than thirty (30) days after being notified thereof by County or another state
agency or political subdivision. In accordance with IC 22-5-1.7, any challenge by Contractor to a
termination pursuant to this provision must be made in Tippecanoe County Superior or Circuit
Court not later than twenty (20) days after Confractor receives notice of such termination.

Contract Reporting Requirements - Contractor understands and acknowledges that the County
is a "public agency" within the meaning of Indiana's Access to Public Records Act and, as such,
the agreement or other contract between the parties may be subject to disclosure as a public
record under IC 5-14-3. Contractor further understands and acknowledges that, under IC 5-14-
3.8-3.5, if the amount to be paid during a calendar year by the County under the contract exceeds
fifty-thousand dollars ($50,000), the County will be required to scan and upload the digital image
of the contract to the "Indiana transparency Internet web site."

Anti-Nepotism Requirements - Contractor hereby certifies either; a) Contractor is not a relative
of an elected official (as defined by IC 36-1-21) of Tippecanoe County and is not a business that
is wholly or partially owned by a relative of an elected official of Tippecanoe County; or b) the
requirements set forth in IC 36-1-21-5(b) have been satisfied.



ACCEPTED:

TIPPECANOE COUNTY
20 N. 3rd St.
Lafayette, IN 47901

By:

Title:

Date:

Gi\orms\COUNTY\Contracts\ALIS\2019-09-24 Additional Terms and Conditions.wpd

ACCEPTED: Tistia, Cole

MEDTELLIGENT, INC.
213 W. Institute Place, Ste 411
Chicago, IL 60610

By: Trisha Cole

Title: COO

Date: 01/31/2020
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Company ID Number:69740 Client Company ID Number:1495352

THE E-VERIFY
MEMORANDUM OF UNDERSTANDING
FOR EMPLOYERS USING AN E-VERIFY EMPLOYER AGENT

ARTICLE I
PURPOSE AND AUTHORITY

The parties to this agreement are the Department of Homeland Security (DHS), the Medtelligent
Incorporated (Employer), and the E-Verify Employer Agent, The purpose of this agreement is to set forth terms and
conditions which the Employer and the E-Verify Employer Agent will follow while participating in E-Verify.

E-Verify Is a program that electronically confirms an employee's eligibility to work in the United States after
completion of Form |-9, Employment Eligibllity Verification (Form 1-9). This Memerandum of Understanding (MOU)
explains certain features of the E-Verify program and describes specific responsibilities of the Employer, the E-Verify
Employer Agent, the Social Security Administration (SSA), and DHS.

Authority for the E-Verify program is found in Title IV, Subtitle A, of the lllegal Immigration Reform and Immigrant
Responsibility Act of 1996 (IIRIRA), Pub. L. 104-208, 110 Stat. 3009, as amended (8 U.5.C. Section 1324a note). The
Federal Acquisition Regulation (FAR) Subpart 22,18, "Employment Eligibility Verification" and Executive Order
12989, as amended, provide authority for Federal contractors and subcontractors (Federal contractor) to use E-
Verify to verify the employment eligibility of certain employees working on Federal contracts.

ARTICLE 1l
RESPONSIBILITIES

A. RESPONSIBILITIES OF THE EMPLOYER

1. The Employer agrees to display the following notices suppl'ied by DHS in a prominent place that is clearly
visible to prospective employees and all employees who are to be verified through the system:

A. Notice of E-Verify Participation
B. Notice of Right to Work

2. The Employer agrees to provide to the SSA and DHS the names, tlties, addresses, and telephone numbers of
the Employer representatives to be contacted about E-Verify. The Employer alse agrees to keep such
information current by providing updated information to SSA and DHS whenever the representatives’
contact information changes.

3. The Employer shall become familiar with and comply with the most recent version of the E-Verify User
Manual. The Employer will obtain the E-Verify User Manual from the E-Verify Employer Agent.

4. The Employer agrees to comply with current Form 1-9 procedures, with two exceptions:

A. If an employee presents a "List B" identity document, the Employer agrees to only accept "List B"
documents that contain a photo. (List B documents identified in 8 C.F.R. 274a.2(b}{1)(B)) can be
presented during the Form -9 process to establish identity.) If an employee objects to the photo
requirement for religious reasons, the Employer should contact E-Verify at 1-888-464-42138.

B. If an employee presents a DHS Form I-551 (Permanent Resident Card), Form I-766 (Employment
Authorization Document), or U.S. Passport or Passport Card to complete I-Form |-9, the Employer
agrees to make a photocopy of the document and to retain the photecopy with the employee's Form
}-9. The Employer will use the phatocopy to verify the photo and to assist DHS with its review of
photo mismatches that employees contest. DHS may in the future designate other documents that
activate the photo screening tool.

Note: Subject only to the exceptions noted previously In this paragraph, employees still retain the right to
present any List A, or List B and List C, document(s) to complete the Form I-9.

5. The Employer agrees to record the case verification number on the employee's Form [-9 or to print the
screen containing the case verification number and attach it to the employee'’s Form [-9.
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6. The Employer agrees that, although it participates in E-Verify, the Employer has a responsibility to
complete, retain, and make available for inspection Forms |-9 that relate to its employees, or from other
requirements of applicable regulations or laws, including the obligation to comply with the antidiscrimination
requirements of section 274B of the INA with respect to Form I-9 procedures.

A. The following modified requirements are the only exceptions to an Employer's obligation to not
employ unautharized workers and comply with the anti-discrimination provision of the INA: (1) List B
identity documents must have photos, as described in paragraph 5 above; (2) When an Employer
confirms the identity and employment eligibility of newly hired employee using E-Verify procedures,

' the Employer establishes a rebuttable presumption that it has not violated section 274A(a){1){A} of
the Immigration and Nationality Act (INA) with respect to the hiring of that employee; (3) If the
Employer receives a final nonconfirmation for an employee, but continues to employ that person,
the Employer must notify DHS and the Employer is subject to a civil money penalty between $550
and $1,100 for each failure to notify DHS of continued employment following a final
nenconfirmation; (4) If the Employer continues to employ an employee after receiving a final
noncenfirmation, then the Employer is subject to a rebuttable presumption that it has knowingly
employed an unauthorized alien in violation of section 274A(a}(1)(A); and (5) no E-Verify participant
is civilly or criminally liable under any law for any action taken in good faith based on information
provided through the E-Verify.

B. DHS reserves the right to conduct Form [-9 compliance inspections, as well as any other
enforcement or compliance activity authorized by law, including site visits, to ensure proper use of
E-Verify.

7. The Employer is strictly prohibited from creating an E-Verify case before the employee has been hired,
meaning that a firm offer of employment was extended and accepted and Form (-9 was completed. The
Employer agrees to create an E-Verify case for new employees within three Employer business days after
each employee has been hired (after both Sections 1 and 2 of Form |-9 have been completed}, and to
complete as many steps of the E-Verify process as are necessary according to the E-Verify User Manual. If E-
Verify is temporarily unavailable, the three-day time period will be extended until it is again operational in
order to accommodate the Employer's attempting, in good faith, te make inquiries during the period of
unavailability,

8. The Employer agrees not to use E-Verify for pre-employment screening of job applicants, in support of any
unlawful employment practice, or for any other use that this MOU or the E-Verify User Manual does not
authorize.

9. The Employer must use E-Verify (through its E-Verify Employer Agent) for all new employees. The Emgloyer
will not verify selectively and will not verify employees hired before the effective date of this MOU.
Employers who are Federal contractors may qualify for exceptions to this requirement as described in Article
11.B of this MOU.

The Employer agrees to follow appropriate procedures (see Article Il below) regarding tentative
nonconfirmations. The Employer must promptly notify employees in private of the finding and provide them
with the notice and letter containing information specific to the employee's E-Verify case, The Employer
agrees to provide both the English and the transiated notice and letter for employees with limited English
proficiency to employees. The Employer agrees to provide written referral instructions to employees and
instruct affected employees to bring the English copy of the letter to the SSA. The Employer must allow
employees to contest the finding, and not take adverse action against employees if they choose to contest
the finding, while their case is still pending. Further, when employees contest a tentative nonconfirmation
based upon a photo mismatch, the Employer must take additional steps (see Article lII.B below) to contact
DHS with information necessary to resolve the challenge.

10

11. The Employer agrees not to take any adverse action against an employee based upon the employee's
perceived employment eligibility status while SSA or DHS is processing the verification request unless the
Employer obtains knowledge (as defined in 8 C.F.R. Section 274a.1(])) that the employee is not work
authorized. The Employer understands that an initial inability of the SSA or DHS automated verification
system to verify work authorization, a tentative nonconfirmation, a case in continuance (indicating the need
for additional time for the government to resolve a case), or the finding of a photo mismatch, does not
establish, and should not be interpreted as, evidence that the employee is not work authorized. In any of
such cases, the employee must be provided a full and fair opportunity to contest the finding, and if he or
she does so, the employee may not be terminated or suffer any adverse employment consequences based
upon the employee's perceived employment eligibility status (including denying, reducing, or extending
work hours, delaying or preventing training, requiring an employee to work in poorer conditions, withholding
pay, refusing to assign the employee to a Federal contract or other assignment, or otherwise assuming that
he or she is unauthorized to work) until and unless secondary verification by SSA or DHS has been
completed and a final noncanfirmation has been issued. If the employee does not choose to contest a
tentative nonconfirmation or a photo mismatch or if a secondary verification is completed and a final
nonconfirmation is issued, then the Employer can find the employee is not work authorized and terminate
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18.

19.

20

21.

the employee's employment. Employers or employees with questions about a final nonconfirmation may call
E-Verify at 1-888-464-4218 (customer service) or 1-888-897-7781 (worker hotline).

The Employer agrees to comply with Title VII of the Civil Rights Act of 1964 and section 274B of the INA as
applicable by not discriminating unlawfuily against any individual in hiring, firing, employment eligibility
verification, or recruitment or referral practices because of his or her national origin or citizenship status, or
by committing discriminatory documentary practices. The Employer understands that such lllegal practices
can include selective verification or use of E-Verify except as provided in part D below, or discharging or
refusing to hire employees because they appear or sound "foreign” or have received tentative
nonconfirmations. The Employer further understands that any violation of the immigration-related unfair
employment practices provisions in section 2748 of the INA could subject the Employer to civil penaities,
back pay awards, and other sanctions, and violations of Title VIl could subject the Employer to back pay
awards, compensatory and punitive damages. Violations of elther section 2748 of the INA or Title VIl may
also lead to the termination of its participation in E-Verify. If the Employer has any questions relating to the
anti-discrimination provision, it should contact OSC at 1-800-255-8155 or 1-800-237-2515 (TDD).

The Employer agrees that it will use the information it receives from E-Verify {through its E-Verify Employer
Agent) only to confirm the employment eligibility of employees as authorized by this MOU. The Employer
agrees that it will safeguard this information, and means of access to it {such as PINS and passwords), to
ensure that it is not used for any other purpose and as necessary to protect its confidentiality, including
ensuring that it is not disseminated to any person other than employees of the Employer who are authorized
to perform the Employer's responsibilities under this MOU, except for such dissemination as may be
authorized in advance by SSA or DHS for legitimate purposes,

The Emplayer agrees to notify DHS immediately in the event of a breach of personal information. Breaches
are defined as loss of control or unauthorized access to E-Verify personal data. All suspected or confirmed
breaches shouid be reported by calling 1-888-264-4218 or via email a E-Verify@dhs.gov. Please use
"Privacy Incident - Password" in the subject line of your emall when sending a breach report to E-Verify,

The Employer acknowledges that the information it receives through the E-Verify Employer Agent from SSA
is governed by the Privacy Act (5 U.S.C, Section 552a(i}(1) and (3)} and the Social Security Act (42 U.S.C.
1306(a)). Any person who obtains this information under false pretenses or uses it for any purpose other
than as provided for in this MOU may be subject to criminal penalties.

The Employer agrees to cooperate with DHS and SSA in their compliance monitoring and evaluation of E-
Verify (whether directly or through their E-Verify Employer Agent), which includes permitting DHS, SSA, thelr
contractors and other agents, upon reasonable notice, to review Forms I-9 and other employment records
and to interview it and its employees regarding the Employer's use of E-Verify, and to respond in a prompt
and accurate manner to DHS requests for information relating to their participation in E-Verify.

The Employer shall not make any false or unauthorized claims or references about its participation in E-
Verify on its website, in advertising materials, or other media. The Employer shall not describe its services
as federally-approved, federally-certifled, or federally-recognized, or use language with a similar intent on
its website or other materials provided to the public. Entering into this MOU does not mean that E-Verify
endorses or authorizes your E-Verify services and any claim to that effect is false,

The Employer shall not state in its website or other public documents that any language used therein has
been provided or approved by DHS, USCIS or the Verification Division, without first obtaining the prior
written consent of DHS.

The Employer agrees that E-Verify trademarks and logos may be used only under license by DHS/USCIS (see
M-795 (Web)) and, other than pursuant to the specific terms of such license, may not be used in any
manner that might imply that the Employer’s services, products, websites, or publications are sponsored by,
endorsed by, licensed by, or affiliated with DHS, USCIS, or E-Verify.

The Employer understands that if it uses E-Verify procedures for any purpose other than as authorized by
this MOU, the Employer may be subject to appropriate legal action and termination of its participation in E-
Verify according to this MOU,

The Employer agrees that it will notify its E-Verify Employer Agent immediately if it is awarded a federal
contract with the FAR clause. Your E-Verify Employer Agent needs this information so that it can update
your company's E-Verify profile within 30 days of the contract award date.

B. RESPONSIBILITIES OF E-VERIFY EMPLOYER AGENT

1. The E-Verify Employer Agent agrees to provide to the SSA and DHS the names, titles, addresses, and

telephone numbers of the E-Verify Employer Agent representatives who will be accessing information under
E-Verify and shall update them as needed to keep them current.

2. The E-Verify Employer Agent agrees to become familiar with and comply with the E-Verify User Manual and

provide a copy of the most current version of the E-Verify User Manua) to the Employer so that the Employer
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10

can become familiar with and comply with E-Verify policy and procedures. The E-Verify Employer Agent
agrees to obtain a revised E-Verify User Manual as it becomes available and to provide a copy of the revised
version to the Employer no later than 30 days after the manual becomes available.

. The E-Verify Employer Agent agrees that any person accessing E-Verify on its behalf is trained on the most

recent E-Verify policy and procedures.

. The E-Verify Employer Agent agrees that any E-Verify Employer Agent Representative who will perform

employment verification cases will complete the E-Verify Tutorial before that individual initiates any cases.

A. The E-Verify Employer Agent agrees that all E-Verify Employer Agent representatives will take the
refresher tutorials initiated by the E-Verify program as a condition of continued use of E-Verify,
incuding any tutorials for Federal contractors, if any of the Employers represented by the E-Verify
Employer Agent is a Federal contractor.

B. Failure to complete a refresher tutorial will prevent the E-Verify Employer Agent and Employer from
continued use of E-Verify,

. The E-Verify Employer Agent agrees to grant E-Verify access only to current employees who need E-Verify

access. The E-Verify Employer Agent must promptly terminate an employee's E-Verify access if the
employee is separated from the company or ho longer needs access to E-Verlify.

. The E-Verify Employer Agent agrees to obtain the necessary equipment to use E- Verify as required by the

E-Verify rules and regulations as modified from time to time.

The E-Verify Employer Agent agrees to, consistent with applicable laws, regulations, and policies, commit
sufficient personnel and resources to meet the requirements of this MOU,

. The E-Verify Employer Agent agrees to provide its clients with training on E-Verify processes, policies, and

By

11,

12,

13,

14.

15,

16

procedures. The E-Verify Employer Agent also agrees to provide its clients with ongoing E-Verify training as
needed, E-Verify is not responsible for providing training to clients of E-Verify Employer Agents,

The E-Verlfy Employer Agent agrees to provide the Employer with the notices described in Article I1.B.1
below,

The E-Verify Employer Agent agrees to create E-Verify cases for the Employer it represents in accordance
with the E-Verify Manual, the E-Verify Web-Based Tutorial and all other published E-Verify rules and
procedures. The E-Verify Employer Agent will create E-Verify cases using information provided by the
Employer and will immediately communicate the response back to the Employer. If E-Verify is temporarily
unavailable, the three-day time period will be extended until it is again operational in order to
accommodate the E-Verify Employer Agent's attempting, in good faith, to make inquiries on behalf of the
Employer during the period of unavailability

When the E-Verify Employer Agent receives notice from a client company that it has received a contract
with the FAR clause, then the E-Verify Employer Agent must update the company's E-Verify profile within 30
days of the contract award date.

If data is transmitted between the E-Verify Employer Agent and its client, then the E-Verify Employer Agent
agrees to protect personally identifiable information during transmission to and from the E-Verify Employer
Agent.

The E-Verify Employer Agent agrees to notify DHS immediately in the event of a breach of personal
information. Breaches are defined as loss of control or unauthorized access to E-Verify personal data. All
suspected or confirmed breaches should be reported by calling 1-888-464-4218 or via email at E-
Verify@dhs.gov. Please use "Privacy Incident - Password" in the subject line of your emall when sending a
breach report to E-Verify.

The E-Verify Employer Agent agrees to fully cooperate with DHS and S5A in their compliance monitoring
and evaluation of E-Verify, including permitting DHS, SSA, their contractors and other agents, upon
reasonable notice, to review Forms [-8, employment records, and all records pertaining to the E-Verify
Employer Agent's use of E-Verify, and to interview it and its employees regarding the use of E-Verify, and to
respond in a timely and accurate manner to DHS requests for information relating to their participation in E-
Verify.

The E-Verify Employer Agent shall not make any false or unauthorized claims or references about its
participation in E-Verify on its website, in advertising materials, or other media. The E-Verify Employer
Agent shall not describe its services as federally-approved, federally-certified, or federally-recognized, or
use language with a similar intent on Its website or other materials provided to the public, Entering into this
MOU does not mean that E-Verify endorses or authorizes your E-Verify Employer Agent services and any
claim to that effect is false.

The E-Verify Employer Agent shall not state in its website or other public documents that any language used
therein has been provided or approved by DHS, USCIS or the Verification Division, without first obtaining the
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17.

18.

prior written consent of DHS.,

The E-Verify Employer Agent agrees that E-Verify trademarks and logos may be used only under license by
DHS/USCIS (see ) and, other than pursuant to the specific terms of such license, may not be used in any
manner that might imply that the E-Verify Employer Agent's services, products, websites, or publications are
sponsored by, endorsed by, licensed by, or affiliated with DHS, USCIS, or E-Verify.

The E-Verify Employer Agent understands that if it uses E-Verify procedures for any purpose other than as
authorized by this MOU, the E-Verify Employer Agent may be subject to appropriate legal action and
termination of its participation in E-Verify according to this MOU,

C. RESPONSIBILITIES OF FEDERAL CONTRACTORS

The E-Verify Employer Agent shall ensure that the E-Verify Employer Agent and the Employers represented by the E-
Verify Employer Agent carry out the following responsibilities if the Employer Is a Federal contractor or becornes a
federal contractor. The E-Verify Employer Agent should instruct the client to keep the E-Verify Employer Agent
informed about any changes or updates related to federal contracts. it is the E-Verify Employer Agent's
responsibility to ensure that its clients are in compliance with all E-Verify policies and procedures.

1.

[

If the Employer is a Federal contractor with the FAR E-Verify clause subject to the employment verification
terms in Subpart 22.18 of the FAR, it will become familiar with and comply with the most current version of
the E-Verify User Manual for Federal Contractors as well as the E-Verify Supplemental Guide for Federal
Contractors.

In addition to the responsibilities of every employer outlined in this MOU, the Employer understands that if it
Is a Federal contractor subject to the employment verification terms in Subpart 22.18 of the FAR it must
verify the employment eligibility of any "employee assigned to the contract" (as defined in FAR 22.1801).
Once an employee has been verified through E-Verify by the Employer, the Employar may not reverify the
employee through E-Verify.

A. An Employer that is not enrolied in E-Verify as a Federal contractor at the time of a contract award
must enroll as a Federal cantractor in the E-Verify program within 30 calendar days of contract
award and, within 90 days of enrollment, begin to verify employment eligibility of new hires using E-
Verify. The Employer must verify those employees who are working in the United States, whether or
not they are assigned to the contract. Once the Employer begins verifying new hires, such
verification of new hires must be initiated within three business days after the hire date. Once
enrolled in E-Verify as a Federal contractor, the Employer must begin verification of employees
assigned to the contract within 90 calendar days after the date of enrollment or within 30 days of an
employee's assignment to the contract, whichever date is later.

B. Employers enrolled in E-Verify as a Federal contractor for 90 days or more at the time of a contract
award must use E-Verify to begin verification of employment eligibility for new hires of the Employer
who are working in the United States, whether or not assigned to the contract, within three business
days after the date of hire. If the Employer is enrolled in E-Verify as a Federal contractor for 90
calendar days or less at the time of contract award, the Employer must, within 90 days of
enrollment, begin to use E-Verify to initiate verification of new hires of the contractor who are
working in the United States, whether or not assigned to the contract. Such verification of new hires
must be initiated within three business days after the date of hire. An Employer enrolled as a
Federal contractor in E-Verify must begin verification of each employee assigned to the contract
within 90 calendar days after date of contract award or within 30 days after assignment to the
contract, whichever is later.

C. Federal contractors that are institutions of higher education {as defined at 20 U.5.C. 1001(a)), state
or lecal governments, governments of Federally recognized Indian tribes, or sureties performing
under a takeover agreement entered into with a Federal agency under a performance bond may
choose to only verify new and existing employees assigned to the Federal contract. Such Federal
contractors may, however, elect to verify all new hires, and/or all existing employees hired after
November 6, 1986. Employers in this category must begin verification of employees assigned to the
contract within 90 calendar days after the date of enrollment or within 30 days of an employee's
assignment to the contract, whichever date is later,

D. Upon enrollment, Employers who are Federal contractors may elect to verify employment eligibility
of all existing employees working in the United States who were hired after November 6, 1986,
instead of verifying only those employees assigned to a covered Federal contract. After enrollment,
Employers must elect to verify existing staff following DHS procedures and begin E-Verify
verification of all existing employees within 180 days after the election.

E. The Employer may use a previously completed Form I-9 as the basis for creating anE-Verify case for
an employee assigned to a contract as long as:

i. That Form I-9 is complete (including the SSN) and complies with Article Il.A.6,
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il. The employee’s work authorization has not expired, and

iii. The Employer has reviewed the information reflected in the Form |-9 either in person or in
communications with the employee to ensure that the employee's Section 1, Form 1-9
attestation has not changed (including, but not limited to, a lawful permanent resident alien
having become a naturalized U.S. citizen).

F. The Employer shall complete a new Form I-9 consistent with Article II.A.6 or update the previous
Form 1-9 to provide the necessary information if:

i, The Employer cannot determine that Form I-9 complies with Article 11.A.6,

ii. The employee's basis for work authorization as attested in Section 1 has expired or changed,
or

iii. The Form I-9 contains no SSN or is otherwise incomplete.

Note: If Section 1 of Form I-9 is otherwise valid and up-to-date and the form otherwise complies with
Article II.C.5, but reflects documentation (such as a U.S. passport or Form |-551) that expired after
completing Form 1-9, the Employer shall not require the production of additional documentation, or use
the photo screening tool described in Article ILA,5, subject to any additional or superseding
instructions that may be provided on this subject in the E-Verify User Manual.

G. The Employer agrees not to require a second verification using E-Verify of any assigned employee
who has previously been verified as a newly hired employee under this MOU or to authorize
verification of any existing employee by any Employer that is not a Federal contractor based on this
Article.

3. The Employer understands that if it is a Federal contractor, its compliance with this MOU is a performance
requirement under the terms of the Federal contract or subcontract, and the Employer consents to the
release of information relating to compliance with its verification responsibilities under this MOU to
contracting officers or other officials authorized to review the Employer's compliance with Federal
contracting requirements.

D. RESPONSIBILITIES OF SSA

1. 55A agrees to allow DHS to compare data provided by the Employer (through the E-Verify Employer Agent)
against SSA's database. SSA sends DHS confirmation that the data sent either matches or does not match
the information in SSA's database.

2. S5A agrees to safeguard the information the Employer provides (through the E-Verify Employer Agent)
through E-Verify procedures. SSA also agrees to limit access to such information, as is appropriate by law, to
individuals responsible for the verification of Social Security numbers or responsible for evaluation of E-
Verify or such other persons or entities who may be authorized by SSA as governed by the Privacy Act (5
U.5.C. Section 552a), the Social Security Act (42 U.S.C. 1306(a)), and SSA regulations (20 CFR Part 401).

SSA agrees to provide case results from its database within three Federal Government work days of the
initial inquiry. E-Verify provides the information to the E-Verify Employer Agent.

4, SSA agrees to update SSA records as necessary if the employee who contests the SSA tentative
nonconfirmation visits an SSA field office and provides the required evidence. If the employee visits an SSA
field office within the eight Federal Government work days from the date of referral to SSA, SSA agrees to
update S5A records, if appropriate, within the eight-day period unless SSA determines that more than eight
days may be necessary. In such cases, SSA will provide additional instructions to the employee. If the
employee does not visit SSA in the time allowed, E-Verify may provide a final nonconfirmation to the E-Verify
Employer Agent.

w

Note: If an Employer experiences technical problems, or has a policy question, the employer should contact
E-Verify at 1-888-464-4218.

E. RESPONSIBILITIES OF DHS
1. DHS agrees to provide the Employer with selected data from DHS databases to enable the Employer
{through the E-Verify Employer Agent) to conduct, to the extent authorized by this MOU:
A. Automated verification checks on alien employees by electronic means, and
B. Photo verification checks (when available) on employees.

2. DHS agrees to assist the E-Verify Employer Agent with operational problems associated with its participation
in E-Verify., DHS agrees to provide the E-Verify Employer Agent names, titles, addresses, and telephone
numbers of DHS representatives to be contacted during the E-Verify process.

3. DHS agrees to provide to the E-Verify Employer Agent with access to E-Verify training materials as well as
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an E-Verify User Manual that contain instructions on E-Verify policies, procedures, and reguirements for both
S5A and DHS, including restrictions on the use of E-Verify.

. DHS agrees to train E-Verify Employer Agents on all important changes made to E-Verify through the use of

mandatory refresher tutorials and updates to the E-Verify User Manual. Even without changes to E-Verify,
DHS reserves the right to require E-Verify Employer Agents to take mandatory refresher tutorials.

. DHS agrees to provide to the Employer (through the E-Verify Employer Agent) a notice, which indicates the

Employer's participation in E-Verify. DHS also agrees to provide to the Employer anti-discrimination notices
issued by the Office of Special Counsel for Immigration-Related Unfalr Employment Practices {0SC), Civil
Rights Division, U.S. Department of Justice.

. DHS agrees to issue each of the E-Verify Employer Agent's E-Verify users a unique user identification

number and password that permits them to log in to E-Verify.

. HS agrees to safeguard the information the Employer provides (through the E-Verify Employer Agent), and

to limit access to such information to individuals responsible for the verification process, for evaluation of E-
Verify, or to such other persons or entities as may be authorized by applicable law. Information will be used
only to verify the accuracy of Social Security numbers and employment eligibility, to enforce the INA and
Federal criminal laws, and to administer Federal contracting requirements.

DHS agrees to provide a means of automated verification that provides (in conjunction with SSA verification
procedures) confirmation or tentative nonconfirmation of employees' employment eligibility within three
Federal Government work days of the initial inquiry.

DHS agrees to provide a means of secondary verification (including updating DHS records) for employees
who contest DHS tentative nonconfirmations and photo mismatch tentative nonconfirmations. This provides
final confirmation or nonconfirmation of the employees' employment eligibility within 10 Federal
Government work days of the date of referral to DHS, unless DHS determines that more than 10 days may
be necessary. In such cases, DHS will provide additional verification instructions.

ARTICLE Il
REFERRAL OF INDIVIDUALS TO SSA AND DHS

A. REFERRAL TO SSA

1,

If the Employer receives a tentative nonconfirmation issued by SSA, the Employer must print the notice as
directed by E-Verify. The Employer must promptly notify employees in private of the finding and provide
them with the notice and letter containing information specific to the employee's E-Verify case. The
Employer also agrees to provide both the English and the translated notice and letter for employees with
limited English proficiency to employees. The Employer agrees to provide written referral instructions to
employees and instruct affected employees to bring the English copy of the letter to the SSA. The Employer
must allow employees to contest the finding, and not take adverse action against employees if they choose
to contest the finding, while their case is still pending.

. The Employer agrees to obtain the employee's response about whether he or she will contest the tentative

nonconfirmation as soon as possible after the Employer receives the tentative nonconfirmation. Only the
employee may determine whether he or she will contest the tentative nonconfirmation.

. After a tentative nonconfirmation, the Employer will refer employees to SSA field offices only as directed by

E-Verify. The Employer must record the case verification number, review the employee information
submitted to E-Verify to identify any errors, and find out whether the employee contests the tentative
nonconfirmation. The Employer will transmit the Social Security number, or any other corrected employee
information that SSA requests, to SSA for verification again if this review indicates a need to do so,

. The Employer will instruct the employee to visit an SSA office within eight Federal Government work days.

SSA will electronically transmit the result of the referral to the Employer within 10 Federal Government work
days of the referral unless it determines that more than 10 days is necessary.

5. While waiting for case results, the Employer agrees to check the E-Verify system regularly for case updates.

. The Employer agrees not to ask the employee to obtain a printout from the Social Security Administration

number database (the Numident) or other written verification of the SSN from the SSA.

B. REFERRAL TO DHS

1.

If the Employer receives a tentative nonconfirmation issued by DHS, the Employer must promptly notify
employees In private of the finding and provide them with the notice and letter containing information
speclfic to the employee’s E-Verify case. The Employer also agrees to provide both the English and the
translated notice and letter for employees with limited English proficiency to employees. The Employer must
allow employees to contest the finding, and not take adverse action against employees if they cheose to
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contest the finding, while their case is still pending.

. The Employer agrees to obtain the employee's response about whether he or she will contest the tentative

nonconfirmation as soon as possible after the Employer receives the tentative nonconfirmation. Only the
employee may determine whether he or she will contest the tentative nonconfirmation.

. The Employer agrees to refer individuals to DHS only when the employee chooses to contest a tentatlve

nenconfirmation.

. If the employee contests a tentative nonconfirmation issued by DHS, the Employer will instruct the

employee to contact DHS through its toll-free hotline (as found on the referral letter) within eight Federal
Government work days.

. I the Employer finds a photo mismatch, the Employer must provide the photo mismatch tentative

nonconfirmation notice and follow the instructions outlined in paragraph 1 of this section for tentative
nonconfirmations, generally.

. The Employer agrees that if an employee contests a tentative nonconfirmation based upon a photo

mismatch, the Employer will send a copy of the employee's Form (-551, Form 1-766, U.5. Passport, or
passport card to DHS for review by:

A. Scanning and uploading the document, or
B. Sending a photocopy of the document by express mail (furnished and paid for by the employer).

. The Employer understands that if it cannot determine whether there is a photo match/mismatch, the

Employer must forward the employee's documentation to DHS as described in the preceding paragraph. The
Employer agrees to resolve the case as specified by the DHS representative who will determine the photo
match or mismatch.

. DHS will electronically transmit the result of the referral to the Employer within 10 Federal Government work

days of the referral unless it determines that more than 10 days is necessary.

. While waiting for case results, the Employer agrees to check the E-Verify system regularly for case updates.

ARTICLE IV
SERVICE PROVISIONS

A. NO SERVICE FEES

1.

SSA and DHS will not charge the Employer for verification services performed under this MOU. The Employer
is responsible for providing equipment needed to make inquiries. To access E-Verify, an Employer will need
a personal computer with Internet access.

ARTICLE V
MODIFICATION AND TERMINATION

A. MODIFICATION

T

This MOU is effective upon the signature of all parties and shall continue in effect for as long as the S5A and
DHS operates the E-Verify program unless modified in writing by the mutual consent of all parties.

. Any and all E-Verify system enhancements by DHS or SSA, including but not limited to E-Verify checking

against additional data sources and instituting new verification policies or procedures, will be covered under
this MOU and will not cause the need for a supplemental MOU that outlines these changes.

B. TERMINATION

1.

The Employer may terminate this MOU and its participation in E-Verify at any time upon 3C days prior
written notice to the other parties. In addition, any Employer represented by the E-Verify Employer Agent
may voluntarily terminate this MOU upon giving DHS 30 days' written notice.

. Notwithstanding Article V, part A of this MOU, DHS may terminate this MOU, and thereby the Employer's

participation in E-Verify, with or without notice at any time if deemed necessary because of the
requirements of law or policy, or upon a determination by SSA or DHS that there has been a breach of
system integrity or security by the Employer, or a failure on the part of the Employer to comply with
established E-Verify procedures and/or legal requirements. The Employer understands that if it is a Federal
contractor, termination of this MOU by any party for any reason may negatively affect the performance of its
contractual responsibilities. Similarly, the Employer understands that if it is in a state where E-Verify is
mandatory, termination of this by any party MOU may negatively affect the Employer's business.

3. An Employer that is a Federal contractor may terminate this MOU when the Federal contract that requires its
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participation in E-Verify is terminated or completed. In such cases, the Federal contractor must provide
written notice to DHS. If an Employer that is a Federal contractor fails to provide such notice, then that
Employer will remain an E-Verify participant, will remain bound by the terms of this MOU that apply to non-
Federal contractor participants, and will be required to use the E-Verify procedures to verify the
employment eligibility of all newly hired employees.

4. The Employer agrees that E-Verify is not liable for any losses, financial or otherwise, if the Employer is
terminated from E-Verify.

5. Upon termination of the relationship between an Employer and their E-Verify Employer Agent, E-Verify
cannot provide the Employer with its records. The Employer agrees to seek its records from the E-Verify
Employer Agent.

ARTICLE VI
PARTIES

>

Some or all SSA and DHS responsibilities under this MOU may be performed by contractor(s), and SSA and
DHS may adjust verification responsibilities between each other as necessary. By separate agreement with
DHS, SSA has agreed to perform its responsibilities as described in this MOU.

i

Nothing in this MOU is intended, or should be construed, to create any right or benefit, substantive or
procedural, enforceable at law by any third party against the United States, its agencies, officers, or
employees, or against the Employer, its agents, officers, or employees.

C. The Employer may not assign, directly or indirectly, whether by operation of law, change of control or
merger, all or any part. of its rights or obligations under this MOU without the prior written consent of DHS,
which consent shall not be unreasonably withheld or delayed. Any attempt to sublicense, assign, or transfer
any of the rights, duties, or obligations herein is void.

D. Each party shall be solely responsible for defending any claim or action against it arising out of or related to
E-Verify or this MOU, whether civil or criminal, and for any liability wherefrom, including {but not limited to)
any dispute between the Employer and any other person or entity regarding the applicability of Section
403(d) of lIRIRA to any action taken or allegedly taken by the Employer,

E. The Employer understands that its participation in E-Verify is not confidential information and may be
disclosed as authorized or required by law and DHS or SSA policy, including but not limited to, Congressional
oversight, E-Verify publicity and media inquiries, determinations of compliance with Federal contractual
requirements, and responses to inquiries under the Freedom of Information Act (FOIA),

F. The individuals whose signatures appear below represent that they are authorized to enter into this MOU on
behalf of the Employer, the E-Verify Employer Agent, and DHS respectively, The Employer understands that
any inaccurate statement, representation, data or other information provided to DHS may subject the
Employer, its subcontractors, its employees, or its representatives to: (1) prosecution for false statements
pursuant to 18 U.S.C. 1001 and/or; (2) immediate termination of its MOU and/or; {3} possible debarment or
suspension.

G. The foregoing constitutes the full agreement on this subject between DHS, the Employer, and the E-Verify
Employer Agent. Medtelligent Incorporated (Employer) hereby designates and appoints Tracker Corp (E-
Verify Employer Agent), including its officers and employees, as the E-Verify Employer Agent for the purpose
of carrying out (Employer) responsibilities under the MOU between the Employer, the E-Verify Employer
Agent, and DHS.

Page 9 of 13 | E-Verify MOU for Employers Using an E-Verify Employer Agent | Revision Date 06/01/13



Verif
Verify
Company ID Number:68740 Client Company ID Number:1495352

If you have any questions, contact E-Verify at 1-688-464-4218.
Approved by:
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Are you verifying for more than 1 site? If yes, please provide the number of sites verified for in each
State:

llinoi
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Information relating to the Program Administrator(s) for your Company on policy guestions or
operational problems:
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E-Verify Affidavit

Pursuant to Indiana Code 22-5-1.7-11, the Contractor entering into a contract with the City is
required to enroll in and verify the work eligibility status of all its newly hired employees through
the E-Verify program. The Contractor is not required to verify the work eligibility status of all its
newly hired employees through the E-Verify program if the E-Verify program no longer exists.

The undersigned, on behalf of the Contractor, being first duly sworn, deposes and states that the
Contractor does not knowingly employ an unauthorized alien. The undersigned further affirms that,

prior to entering into its contract with the City, the undersigned Contractor will enroll in and agrees
to verify the work eligibility status of all its newly hired employees through the E-Verify program.

(Contractor): _Medtelligent, Inc.
By (Written Signature): M m %’fz—

(Printed Name): Trisha COle Hcyt

(Title): Co0o

Important - Notary Signature and Seal Reguired in the Space Below

STATB OF Virginia

SS:
COUNTY OF Petersburg City

-

Subscribed and sworn to before me this _31st _ day of _January
20 20 by Trisha Cole Hoyt

My commission expires: _ 09/30/2021] (Signed) M a" q\ -

a  Residingin__Petersburg City County, State of_Virginia
SR iy % . T . . . " s
{%‘ﬂ‘—ﬂ,{% HOREN-ARARET Notarized online using audio-video communication

REGISTRATION HUHDER
7541533

"*‘«/‘V\"..“Nw:w‘;sgé}' COMMISION EXPIRES
T SEPTEMBER 30, 2021




